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Stop threats before
they reach mobile
devices

Optus Corporate Flex helps solve the challenges that come with
managing a hybrid workforce by delivering essential network-based
security, visibility and control for your enterprise mobile devices.

It is based on the Secure Internet Access (SIA) Mobile solution from
Akamai, the globally renowned and trusted network security and
content delivery services solutions provider.

The service is integrated directly into the Optus mobile network,
which means there's no need for device client software.

It can protect any mobile SIM-based device regardless of
manufacturer or operating system.

You can roll out Corporate Flex quickly without the need for
costly integrations or hardware investments and it provides
you with essential reporting and controls to ensure devices are
secure, and data costs are managed.

« Works on any SIM-enabled mobile device on any mobile
network, anywhere*

« Defends your business from mobile threats — from within the
network

» Helps you control costs by blocking access to non-work-related
or non-essential sites

+ Increases productivity by managing employee access to
business-only content

*In Optus mobile network and Optus roaming partner coverage areas
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Powered by Akamai, Corporate Flex provides
unparalleled visibility and threat intelligence,
delivering best in class mobile security
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Corporate Flex in action

Whether you're looking to boost mobile
security, manage your fleet's mobile data
access or provide private corporate network
access to your mobile fleet, Corporate Flex
enables important use cases:

e Hybrid working: With location-less working
here to stay, you need your employees
to be able to securely access company
resources from anywhere. Because
Corporate Flex is network-native and
device-agnostic, it protects any SIM-
enabled mobile device on any network,
anywhere*,

Corporate Flex features

Network-based security

«  Malicious content is blocking at the
network level before it reaches the mobile
device. Zero-day threat blocking restricts
devices from accessing suspicious domains
that could pose a threat to the device or
the corporate network.

Advanced reporting and analytics

»  Granular reporting, including to individual
mobile SIM level, provides valuable insights
on the effectiveness of data usage policies
and helps to identify cost concerns before
they become significant.

Device-agnostic

«  Security policy enforcement across all
SIM-enabled mobile devices regardless of

device operating system or manufacturer.

Content filtering

. Manage access to specific internet
websites and services, or categories of
websites and services, e.g. block access to
video streaming services such as Netflix
and YouTube.

Compliance: Optus Corporate Flex

helps enterprises meet data compliance
obligations by securing mobile devices and
access to data on the corporate network.
It helps ensure your employees are
compliant in their use of corporate mobile
data access.

Tailored experience: \With Corporate Flex,
you can optimise data management to
provide your employees with a tailored
mobile experience. Comprehensive
reporting and analytics allows you to
transform data into actionable insights
with full visibilty of mobile data traffic.

Data management

« Set data usage parameters and limits for
users or groups of users based on types
of internet site, services, events, countries
and carriers, as well as mobile data access
speeds.

Simple integration with UEM solutions

+ Integrates with many common unified
endpoint management (UEM) solutions
to provide a complete mobility security
solution.

Web-based admin portal

+ Create customisable mobile security
and data access policies, networks, user
groups, user and group usage limits, admin
portal users and event alert notifications
via an intuitive, easy-to-use portal.

*In Optus mobile network and Optus roaming partner coverage areas




Corporate Flex benefits

Secure data and devices

Strengthen mobile defences with
embedded network security

Mitigate risks with Akamai's leading threat
intelligence

Move traffic away from the public internet
with private connectivity

Use simple 'set and forget' recommended
security controls that are automatically
updated based on latest known threats

Empower employees and improve
productivity

Secure access to business applications
that employees need

Simplify and scale device enrolment via the
clientless solution

Tailor usage policies for users or groups of
users, based on a range of criteria

Manage data usage and costs

Eliminate bill shock by managing mobile
data usage in Australia and overseas

Get full visibility via near real-time threat
and internet activity reports, enabling
more informed decision-making

Receive real-time alerts of certain events
occurring within the mobile fleet, such as
a user or groups exceeding their monthly
data usage threshold.
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